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INFORMATION SECURITY MANAGEMENT

From old to new ISO 27002

1ISO 27002:2005 vs ISO 27002:2013

4 Risk assessment and treatment
(moved tol ISO 27001:2013)

5 Security Policy

6 Organization of information security

7 Asset management

8 Human resource security

9 Physical and environmental security

10 Communications & Operations
Management

11 Access control

12 Information System acquisition,
development and maintenance

13 Information security incident
management

14 Business continuity management

15 Compliance
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4 Structure of this standard

5 Information Security Policies

6 Organization of information security

7 Human resource security

8 Asset management

9 Access control

10 Cryptography

11 Physical and environmental security

12 Operations security

13 Communications security

14 System acquisition, development and
maintenance

15 Supplier relationships

16 Information security incident
management

17 Information security aspects of
business continuity management

18 Compliance

2013 version



